AddaDMZLAN


More info on Thomson's implementation of DMZs on Speedtouch routers can be found in this Application Note pdf: http://www.speedtouch.nl/docs/AppNotesR5/AppNote_DMZ.pdf 

Correct Method

Apparently the other methods are just elongated and slightly lesser functioning versions of this two line nat code. Thanks fbegum from the Be* forum for these. These assume your DMZd router's WAN IP address is 192.168.1.64 and subnet is 255.255.255.0. 

 :nat tmpladd outside_addr=0.0.0.1 inside_addr=192.168.1.64

 :nat tmpladd type=nat outside_addr=0.0.0.1 inside_addr=192.168.1.64 protocol=tcp 

That should be all you need. If you have a static IP you can also use the following instead, where *.*.*.* is your HH's WAN IP. The intf value may vary depending on what type on WAN interface you have set up. 

 :nat mapadd intf=RoutedEthoA type=nat outside_addr=*.*.*.* inside_addr=192.168.1.64 protocol=tcp

 :nat mapadd intf=RoutedEthoA type=napt outside_addr=*.*.*.* inside_addr=192.168.1.64 protocol=udp 

NetRat's Method

If you need to do some IP routing between interfaces then a little configuration is needed. I used these commands to set up a new IP subnet on eth2 to use as DMZ LAN... 

Create Layer 2 (Ethernet) config.

:eth bridge ifdetach brname=bridge intf=ethport2
:eth bridge ifdelete brname=bridge intf=ethport2
:eth bridge add brname=bridge2
:eth bridge ifadd brname=bridge2 intf=ethport2
:eth bridge ifconfig brname=bridge2 intf=ethport2 dest=ethif2 portstate=forwarding vlan=default
:eth bridge ifattach brname=bridge2 intf=ethport2

Create Layer 3 (IP) config.

:ip ifadd intf=DMZ dest=bridge2
:ip ifconfig intf=DMZ status=up group=dmz
:ip ipadd intf=DMZ addr=192.168.0.254/24 addroute=enabled
:ip ifattach intf DMZ

Kindly taken from www.the-scream.co.uk (NetRat) 

Alt. Method

Tried the above and couldn't really get it working, probably mainly due to not knowing how to config the router in the DMZ correctly. Anyway, here's another method that includes DHCP support on the DMZ eth so you don't gotta worry about that kinda stuff. Taken from http://www.henriknordstrom.net/doc/SpeedTouch780WL/dmz 

    :eth bridge ifdelete brname bridge intf ethport2

    :eth ifadd intf=ethport2

    :eth ifconfig intf=ethport2 dest=ethif2

    :eth ifattach intf=ethport2

    :ip ifadd intf=DMZ dest=ethport2

    :ip ifconfig intf=DMZ group=dmz

    :ip ifattach intf=DMZ

    :ip ipadd intf=DMZ addr=192.168.0.254/24 addroute=enabled

    :ip ipconfig addr=192.168.0.254 preferred=enabled primary=enabled

    :nat ifconfig intf=DMZ translation=transparent

    :service system ifadd name=DNS-S group=dmz

    :dhcp server pool add name=DMZ_private

    :dhcp server pool config name=DMZ_private intf=DMZ poolstart=192.168.0.64 poolend=192.168.0.253

        netmask=24 gateway=192.168.0.254 server=192.168.0.254 primdns=none secdns=none leasetime=604800

    :dhcp relay ifconfig intf=DMZ relay=enabled

    :dhcp relay add name=DMZ_to_127.0.0.1

    :dhcp relay modify name=DMZ_to_127.0.0.1 addr=127.0.0.1 intf=DMZ giaddr=192.168.0.254

Ethernet port 4 is now an isolated interface depending on your firewall level: 

Disabled 

    Just a different broadcast network.

Standard 

    Can only accept incoming sessions via "game" services or from the LAN. All outgoing sessions blocked.

Custom 

    Whatever you define in the firewall
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